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Abstract of the contribution: The PCR proposes a solution for KI #1 in terms of potential UPF enhancements to support SFC capabilities. 

Proposal

It is proposed to adopt the following solution in TR 23.700-18.

* * * * Start of Change * * * *
6.X
Solution #X: <UPF enhancement with SFC capability>

6.X.1
Description

Editor's note:
This clause will describe the solution principles for the target WT and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.

In this study, the UPF with SFC capabilities need to be enabled to offer flexible SFC configuration for a PDU session that requires different SFC processing for applications. This solution will resolve key issue 1 in order to provide UPF support with SFC capabilities.
5GS performs classification and SFC encapsulation used by the SFC-aware functions as a traffic classifier. The SFC encapsulation offers, at a minimum, Service Function Path (SFP) identification as defined in IETF RFC 7665 [8], such that SFC-aware functions can use it. The AF supplies its SFC capabilities, which include the SFP Identification (SPI) and SFP Information, allowing the 5GS to transport the classified packets along the service path via SFC encapsulation. This solution explains how SFC capabilities in the 5GS may be made available, identified, and controlled. 
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Figure 6.X-1: 5GS as a traffic classifier
5GS can employ either AF influenced traffic routing or Packet Flow Description (PFD) to detect application traffic for classification. The existing PFD can be utilized to detect traffic flows for SFC processing since PFD is a set of information that enables the detection of application traffic. The information requested by the AF is shown in Table 6.X-1. The data can also be used to detect traffic flows in order to perform SFC processing. The SFC encapsulation, however, requires SFC capabilities, which are made up of SPI and optional SFP information. As a result, in the AF influenced traffic routing, SFC capabilities are newly defined in AF requests. 
Table 6.X-1: AF request in AF influenced traffic routing
	Information Name
	Applicable for PCF or NEF 
	Applicable for NEF only
	Category

	Traffic Description
	Defines the target traffic to be influenced, represented by the combination of DNN and optionally S-NSSAI, and application identifier or traffic filtering information. 
	The target traffic can be represented by AF-Service-Identifier, instead of combination of DNN and optionally S-NSSAI. 
	Mandatory

	Target UE Identifier(s)
	Indicates the UE(s) that the request is targeting, i.e. an individual UE, a group of UE represented by Internal Group Identifier (NOTE 3), or any UE accessing the combination of DNN, S-NSSAI and DNAI(s).
	GPSI can be applied to identify the individual UE, or External Group Identifier can be applied to identify a group of UE.
	Mandatory

	AF transaction identifier
	The AF transaction identifier refers to the AF request.
	N/A
	Mandatory

	N6 Traffic Routing requirements
	Routing profile ID and/or N6 traffic routing information corresponding to each DNAI and an optional indication of traffic correlation.
	N/A
	Optional

(NOTE 2)

	SFC Capabilities 
	Indicates SFP Identification and optionally SFP Information.  SFP Identification Identifies an SFP and is unique within an SF-enabled domain. SFP Information such as encapsulation header (e.g. network service header (NSH)) is carried in the SFC encapsulation.
	N/A

	Optional


Editor's note:
Whether using metadata including data-plane context information which is carried in the SFC encapsulation is FFS.

SFC capabilities can be decided by the PCF when the AF requests them via the NEF, or they can be pre-configured statically in the PCF. With the addition of SFC capabilities: SFP Identification and SFP Information for the SFC encapsulation in the UPF, the PCC rule can be used to detect and steer traffic flows. SFC capabilities are now defined in the PCC rule and the Forwarding Action Rule (FAR), as shown in Table 6.X-2 and 6.X-3.
Table 6.X-2: The elements related to traffic steering in the PCC rule information in 5GC
	Information name
	Description
	Category
	PCF permitted to modify for a dynamic PCC rule in the SMF

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.

It is used between PCF and SMF for referencing PCC rules.
	Mandatory
	No

	Service data flow detection
	This part defines the method for detecting packets belonging to a service data flow.
	
	

	Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection, enforcement and charging. (NOTE 1).
	Conditional
	Yes

	Service data flow template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.

It is defined in clause 5.7.6.3 of TS 23.501 [2].
	Mandatory 
	Conditional

	N6-LAN Traffic Steering Enforcement Control 
	This part describes information required for N6-LAN Traffic Steering.
	
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF.
	
	Yes

	SFC Capabilities
	Describes SFP Identification and optionally SFP Information for the SFP encapsulation.
	
	Yes

	AF influenced Traffic Steering Enforcement Control
	This part describes information required for AF influenced Traffic Steering.
	
	

	Data Network Access Identifier
	Identifier(s) of the target Data Network Access (DNAI). It is defined in clause 5.6.7 of TS 23.501 [2].
	
	Yes

	Per DNAI: Traffic steering policy identifier
	Reference to a pre-configured traffic steering policy at the SMF.
	
	Yes

	Per DNAI: N6 traffic routing information
	Describes the information necessary for traffic steering to the DNAI. It is described in clause 5.6.7 of TS 23.501 [2].
	
	Yes

	Per DNAI: SFC Capabilities
	Describes SFP Identification and optionally SFP Information for the SFP encapsulation.
	
	Yes


Table 6.X-3: Forwarding Action Rule related to traffic steering
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this FAR.
	

	Rule ID
	Unique identifier to identify this information.
	

	Forwarding policy


	Reference to a preconfigured traffic steering policy or http redirection (NOTE 4).
	Contains one of the following policies identified by a TSP ID:

-
an N6-LAN steering policy to steer the subscriber's traffic to the appropriate N6 service functions deployed by the operator, or

-
a local N6 steering policy to enable traffic steering in the local access to the DN according to the routing information provided by an AF as described in clause 5.6.7.

or a Redirect Destination and values for the forwarding behaviour (always, after measurement report (for termination action "redirect")).

	SFC Capabilities
	Indicates SFP Identification and optionally SFP Information for the SFP encapsulation.
	


6.X.2
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.
Traffic steering can be operated in either N6-LAN traffic steering or AF influenced traffic steering, according to the PCC rule. 
6.X.2.1
N6-LAN traffic steering with SFC capabilities
The traffic steering policy identifier in N6-LAN traffic steering is a pre-configured traffic steering policy at the SMF. It could be also referring to the PFD. PFD management via NEF (PFDF) with SFC capabilities is shown in Figure 6.X-2 if PFD incorporates SFC capabilities. The procedure for SFC capabilities is summarized here. 
If PFD with SFC capabilities is not employed, SFC capabilities as well as forwarding policy are delivered from the SMF to the UPF according to the PCC rule. 

Editor's note:
The details of N4 procedure for N6-LAN traffic steering is FFS.
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Figure 6.X-2 procedure for PFD management

1.
The AF invokes the Nnef_PFDManagement_Create/Update/Delete service. SFC capabilities is an optional parameter.

2.
The NEF (PFDF) invokes the Nudr_DM_Create/Update/Delete (Application Identifier, one or more sets of PFDs, Allowed Delay, SFC capabilities) to the UDR.

3.
The SMF sends a PFD management request to the UPF to provision/remove the PFD(s) including SFC capabilities corresponding to the Application Identifier(s).
6.X.2.2
AF influenced traffic steering with SFC capabilities
Figure 6.X-3 depicts AF influenced traffic steering with SFC capabilities. The procedure for SFC capabilities is summarized here.
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Figure 6.X-3: Processing AF requests to influence traffic routing for Sessions not identified by an UE address

1.
To create a new request, the AF invokes a Nnef_TrafficInfluence_Create service operation. The content of this service operation (AF request) is defined in clause 5.2.6.7 [3] with SFC capabilities. 

2.
SFC capabilities is delivered in AF request from the AF to the NEF. Then, the NEF stores the AF request information in the UDR including SFC capabilities.

3.
When the updated policy information about the PDU Session is received from the PCF, the SMF may take appropriate actions to reconfigure the User plane of the PDU Session including SFC capabilities. 
6.X.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

* * * * End of Change * * * *
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